**Use Case Description**

|  |  |  |
| --- | --- | --- |
| Use case name: | Grant/Deny Admin Permission | |
| Scenario: | Admin is granting/denying admin rights to another user account | |
| Triggering event: | User [un]clicks “Admin” | |
| Brief description: | Admin is delegating administrative responsibilities. | |
| Actors: | User with admin permission | |
| Related use cases: | Disable  Search | |
| Stakeholders: | Users | |
| Preconditions: | Established user account | |
| Postconditions: | User now [no longer] has admin permission | |
| Flow of activities: | Actor:   1. Admin user searches for user to grant admin permission 2. Admin User [un]clicks “Admin” button 3. User confirms or cancels | System:   1. System presents User Profile 2. System asks to authenticate action 3. Cancel, return to admin screen. Confirm, System updates user account 4. Stores information in user table 5. System returns to screen |
| Exception conditions: | Main User does not have admin rights  Other User account is “disabled” | |